
Answers to the Exercise on Using Quotes and MLA Documentation 
--topic sentence as claim and quotes in bold 

 
 Biometric authentication is the wave of the future. As Isabelle Moeller points out 
in an American Banker article, this form of identifying users authentically is badly needed, 
and biometrics will meet this need: “Biometrics could give real punch to banks' security 
mix and address an urgent need in authenticating users digitally. Indeed, the recent 
proliferation of digital services and cloud-based platforms--each requiring 
independent user verification--is making mincemeat of the username and password 
model.” We hear of data breaches daily now and people’s bank accounts and identity being 
hacked. Biometrics hold the promise to make our financial transactions safer. George 
Avetisov in a January 2017 article in PaymentsSource, asserts that secure biometrics are 
already here: “The sophistication of today's mobile devices enables encrypted 
biometrics to be verified against themselves and safely stored on-device. Users after 
all are the appropriate carriers of their biometrics if, as it should be, privacy is a 
consideration.” With technology such as the one Avetisov refers to, biometrics will 
increasingly be seen as safe, and their adoption will then be inevitable since our current 
system of usernames and passwords is badly broken.  
 
 

The same paragraph with parts highlighted showing the “sandwiching” 
of the quotes: 
 
BEFORE the quote: 
--context of the quote 
--prepare the reader for what the quote will show or prove 
AFTER the quote 
--clarify how this quote is working to show or prove the point, how this quote as evidence 
connects to the claim 
 

Biometric authentication is the wave of the future. As Isabelle Moeller points out 
in an American Banker article, this form of identifying users authentically is badly needed, 
and biometrics will meet this need: “Biometrics could give real punch to banks' security 
mix and address an urgent need in authenticating users digitally. Indeed, the recent 
proliferation of digital services and cloud-based platforms--each requiring independent 
user verification--is making mincemeat of the username and password model.” We hear of 
data breaches daily now and people’s bank accounts and identity being hacked. Biometrics 
hold the promise to make our financial transactions safer. George Avetisov, in a January 
2017 article in PaymentsSource, asserts that secure biometrics are already here: “The 
sophistication of today's mobile devices enables encrypted biometrics to be verified against 
themselves and safely stored on-device. Users after all are the appropriate carriers of their 
biometrics if, as it should be, privacy is a consideration.” With technology such as the one 
Avetisov refers to, biometrics will increasingly be seen as safe, and their adoption will then 
be inevitable since our current system of usernames and passwords is badly broken.  
 



Works Cited 

Avetisov, George. “'Lazy' passwords must give way to flexible biometrics.” PaymentsSource, 25 

Jan. 2017, www.paymentssource.com/opinion/lazy-passwords-must-give-way-to-

flexible-biometrics. Accessed 9 June 2017.  

Moeller, Isabelle. “The future of authentication is biometrics. No other model competes.” 

American Banker, 8 June 2017, www.americanbanker.com/opinion/the-future-of-

authentication-is-biometrics-no-other-model-competes. Accessed 9 June 2017.  

 

 
 
 
 
 
 
 
 
 
 
NOTE: Son of Citation Machine was used as a tool to help format these entries. You can also 
look up how to format Works Cited entries on your own at the Purdue OWL: 
https://owl.english.purdue.edu/owl/resource/747/01/  

https://owl.english.purdue.edu/owl/resource/747/01/

